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ABSTRACT

The distinguishing properties of Vehicular Ad hoc wireless Networks (VANETS) strongly challenge the design of Medium
Access Control (MAC) protocols, which are responsible for the medium access coordination among active vehicles, as
well as the accommodation of both driving safety applications and non-safety applications. In this paper, we focus on a
comprehensive survey of VANET MAC schemes by integrating various related issues and challenges. Our analysis not
only deepens the understanding of MAC techniques in VANETS but also presents the key ideas and potential directions for
future research in this area. In order to significantly improve the communication performance of VANETS, more research
efforts on MAC techniques must be made for optimizing multichannel coordination and allocation approaches, enhancing
the Quality of Service (QoS) capability, and combating the hidden terminal problem, broadcast storm problem and even

ACK (acknowledgment) explosion problem. Copyright © 2009 John Wiley & Sons, Ltd.
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1. INTRODUCTION

Vehicular communications are becoming the cornerstone in
the future vehicle equipment. A large number of interesting
and desired applications of Intelligent Transportation
Systems (ITS) are stimulating the development of Vehicular
Ad hoc Networks (VANETS), in which network nodes are
road-side infrastructure units (RSUs) and vehicle equipped
with on-board units (OBUs) for information processing and
wireless communication. Since OBUs can act as both end
users and wireless routers, Inter-Vehicle Communication
(IVC) and Vehicle-to-Roadside Communication (VRC)
will be possible over single hop or multiple hops.

The emerging wireless vehicular communication tech-
nologies are intended to improve safety and comfort
of transportation system. Applications in Wireless
Access in Vehicular Environments (WAVE) fall into
safety applications and non-safety applications. Safety
applications, providing drivers information about critical
situations in advance, have strict requirements on
communication reliability and delay. On the other hand,
non-safety applications, such as on board internet access,
electronic map update, and driving through payment,
meant for improving driving comfort and the efficiency of
transportation system are bandwidth-sensitive.
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In order to provide diverse applications in VANETS,
a reliable and efficient Medium Access Control (MAC)
protocol is required. However, the following characteristics
of VANETS challenge the design of an ideal MAC protocol.

e Reliable and fast dissemination for safety mes-
sages: Safety information such as safety/emergency
messages must be delivered to each host nearby
without significant delay. The Vehicle Infrastructure
Integration (VII) initiative in the United States
proposes that any accident information should be
communicated through VANET within 0.5s to all
equipped vehicles in a safe range [1]. Any delayed
or lost safety message could result in loss of life.

e Point-to-point and point-to-multipoint communica-
tion: Point-to-point communication is used when a
message is intended for a specific receiver. On the
other hand, point-to-multipoint communication is used
when a message is intended for multiple receivers.
Particularly, broadcast is widely used to accommodate
point-to-multipoint communication in VANETS, such
as safety message and WAVE Service Announcement
(WSA) message delivery.

e Relevance-based delivery: Most driving related
announcements usually affect the behavior of other
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specific drivers in the vicinity. For instance, the brake
messages are very important for the cars behind less
than a few hundred meters on the same lane. However,
the going straight message of a vehicle is valuable for
almost all vehicles near an intersection without traffic
lights. Therefore, if message delivery strategies take
into account the relevance of information with respect
to the potential receivers, the redundant transmission
can be largely reduced.

e Highly dynamic topology: A VANET is characterized
by rapid topology change due to the constantly moving
and changing vehicles, which results in short link
connection duration and variable channel quality.
Highly dynamic topology makes the traditional
MANET (Mobile Ad hoc NETwork) routing protocols
incapable for a VANET. However, because a vehicle’s
movement is constrained by the road, the further
movement of a vehicle is predictable with the aid
of available location information and electronic map,
such as Global Position System (GPS) navigation
devices.

e Variable host density: The rapid vehicle movement
leads the host density in a network to vary frequently. In
the region close to a congested intersection, more than
100 vehicles may contend the shared wireless channel.
In this case, the transmission of safety messages
becomes a tough task. Contrarily, on a low traffic road,
the WAVE channels may always keep in idle state.

e Opportunistic multi-hop data exchange: The center-
based communication provided by a RSU cannot
be always available in a VANET, where most
applications in VANET rely on multi-hop inter-
vehicle communication. Nevertheless, if only a
small number of WAVE transceivers are available
in a region, network fragmentation becomes a
common problem. In this condition, vehicles can
only perform opportunistic data exchange with limited
communication duration.

It is obvious that VANETS are fundamentally different
from ordinary MANETs [2]. As a consequence, only
few MAC protocols designed for MANETSs are capable
of working in VANETS, where an ideal MAC protocol
should be able to utilize the channel resource efficiently,
avoid channel access contention smartly, disseminate safety
message timely, deliver differentiated traffics properly, and
self-configure system parameters adaptively.

In spite of the tremendous ongoing academic and
industrial research efforts on VANETS, the proposed MAC
solutions allow VANETS to work well only in some limited
scenarios. In this paper, we provide a comprehensive
overview of techniques and research issues for transmission
capability improvement and QoS provisioning in MAC
protocols for VANETSs. These techniques represent the
R&D efforts both in the research community and the ITS
industry. Specifically, we firstly summarize the operations
of IEEE 802.11p and IEEE 1609.4, which provide
the Dedicated Short Range Communication (DSRC) [3]
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technology platform. Secondly, we introduce the various
multichannel coordination and allocation approaches to
improve the capacity of MAC protocols. Thirdly, we address
the open issues and possible solutions for QoS MAC design,
which aims at reducing dissemination latency for delay-
sensitive traffics and offering differentiated transmissions
in service channels. Finally, since the unstable properties
of shared WAVE channels strongly affect the reliability
of broadcast, we discuss the mechanisms in MAC layer
to help broadcast approaches to reduce interference,
improve the efficiency of acknowledgment, and suppress
redundant packet forwarding. Although the design of MAC
protocols also includes other techniques, such as framing,
synchronization, and security management, this paper does
not address these topics due to page limitation.

The rest of this paper is organized as follows. The active
international standards on DSRC MAC are presented in
Section 2. Section 3 reviews the current MAC protocols that
can be used in VANETSs. We also propose the framework of
enhanced diversification of IEEE 1609.4 MAC, as well as
the further research work. Section 4 gives a short survey on
the QoS provision strategies in MAC layer for both safety
and non-safety related applications. Section 5 presents
the approaches to providing reliable and efficient MAC
broadcast in VANETSs. Finally, Section 6 concludes this

paper.

2. STANDARDIZATION ACTIVITIES
ON DSRC MAC

Recently, the governments, standardization bodies, auto-
mobile manufacturers, and academia are working together
to develop VANET-based communication technologies and
standards through several initiatives [4 ]. Standardization is
at the core of the current and future success of the MAC
layer design for VANETS.

DSRC provides high-speed communication between the
vehicles and roadside equipments, which is working in
the 59GHz band in U.S. and 5.8 GHz band in Japan
and Europe. Currently, the organizations CEN/TC278 of
Europe and ISO/TC204 of Japan have published its DSRC
standards. In North America, ASTM and IEEE committees
develop a serial of standards for the implementation of
DSRC.

Figure 1 illustrates the evolution of the standards for
DSRC system, as well as their scopes. Since the FCC
allocated the 5.9 GHz band for DSRC in October 1999,
the ASTM has been working on the standards for DSRC
devices. ASTM E2213-02 issued in October 2002 describes
a MAC layer and physical layer (PHY) specification
based on the IEEE 802.11a. IEEE adopted the open
DSRC standard ASTM E 2213-03 [5] in 2003. Then, an
IEEE working group is investigating a new PHY/MAC
amendment of the 802.11 standard designed for VANETS,
which is referred as IEEE 802.11p [6]. Moreover, IEEE
P1556 aims at defining essential protective mechanisms
for DSRC applications and communications technology. In
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Figure 1. Standards for DSRC system.

December 2005, this standard was withdrawn, and then, it
has been superseded by the IEEE 1609 standard family.

The overall DSRC communication stack between the link
layer and applications can be standardized by the IEEE
1609 working group. Channelization and the upper layers
of the network stack are defined in IEEE P1609.4 and IEEE
P1609.3, respectively. IEEE P1609.1 defines the Resource
Manager which uses the network stack for communications.
IEEE P1609.2 specifies security services for the WAVE
networking stack and applications.

Among the current DSRC standards, IEEE 802.11p and
IEEE 1609.4 draft [7] define the details of PHY and MAC
specifications. IEEE 802.11p employs the Orthogonal
Frequency Division Multiplexing (OFDM) technique
on the PHY, which can provide up to 27 Mb/s data rate
with 10 MHz bandwidth and 300-1000 m communication
distance. The IEEE 802.11p MAC layer inherits the
Enhanced Distributed Coordinator Function (EDCF) in
IEEE 802.11e [8], which applies Access Category (AC),
Arbitration Inter-Frame Space (AIFS), and Transmission
Opportunity (TXOP) to support priority in traffic system.
Different from Basic Service Set (BSS) in traditional
802.11 standards, the WAVE Basic Service Set (WBSS)
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introduced in 802.11p does not require MAC layer
authentication and association prior to data transmission
within a Distribution Set [6].

As shown in Figure 2, the overall bandwidth defined by
IEEE 802.11pis divided into seven frequency channels. The
CHI178 is the Control Channel (CCH), which is used as a
public channel for providing safety relevant applications
and exchanging control messages among vehicles. The
other six channels are Service Channels (SCHs) for
supporting the non-safety service applications.

The IEEE 1609.4 standard draft defines a multichannel
wireless radio operation mode, including the interleaving
operation of CCH and SCH, priority access parameters,
and other characteristics of MAC and PHYSs. In order to
coordinate the channel access to the CCH and multiple
SCHs, IEEE P1609.4 developed a globally synchronized
channel coordination scheme based on the Coordinated
Universal Time (UTC). As illustrated in Figure 2, the
channel access time is divided into synchronization
intervals with a fixed length of 100 ms, consisting of a CCH
interval and an SCH interval, 50 ms each. According to the
coordination scheme, all devices must tune to CCH during
CCH phases to exchange safety messages and control
messages. During SCH phases, devices can optionally
switch to SCHs to perform non-safety applications.
This scheme allows the transmission of safety messages
and non-safety application on different channels during
different intervals, without missing important messages on
CCH [9].

The IEEE 1609.4 standard draft together with IEEE
802.11p provides the framework of multichannel media
access control for VANETs. However, as a contention
based mechanism, the current WAVE MAC is intuitively
questionable on its ability of supporting either delay
sensitive applications or throughput sensitive applications.
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3. MULTIPLE CHANNEL ACCESS
CONTROL

Since the maximum throughput of a single channel
scheme is limited by the bandwidth of that channel, using
more channels appropriately can potentially increase the
throughput and reduce the delay. Data transmission on
different channels does not interfere with each other, so that
multiple transmissions can take place in the neighborhood
simultaneously. Therefore, the WAVE standard adopts a
multichannel concept for the design of MAC protocols.

The multichannel MAC protocols are essential to not
only ensure the reliable transmission of safety messages
with low latency, but also provide the maximal throughput
for non-safety applications in a distributed manner. In
particular, vehicles rely on the channel coordinative strategy
(defined by the MAC protocol) to cooperate the medium
access behaviors between the CCH and the SCH. In
addition, the MAC protocol should have a smart approach
to allocating multiple channel resource for non-safety
applications. In this section, we first discuss the existing
channel coordination schemes and multichannel allocation
approaches. Then, we propose the framework of an IEEE
1609.4 MAC enhancement scheme.

3.1. Channel coordination

In the literature [10], Mo et al. classified multichannel
MAC protocols for wireless networks into four categories
based on the coordination principles. In a Dedicated
Control Channel protocol, every device has two radios.
One radio is tuned to the channel dedicated to control
messages and the other radio tuned to any other channel
for data transmission. In Common Hopping approaches,
every device requires only one transceiver. Devices not
exchanging data hop through all channels synchronously.
A pair of devices stop hopping upon making an agreement
for transmission. In the Split Phase approaches, devices use
a single radio. Time is divided into an alternating sequence
of control and data exchange phases. The last category is
Parallel Rendezvous protocols, in which multiple devices
can use different channels in parallel to exchange control
information and make new agreements.

In the future, it is possible that both OBU and RSU equip
transceivers with multiple radios. Although the multiple
radio MAC protocols (Dedicated Control Channel and
Parallel Rendezvous protocols) can take advantage of
the seven DSRC channels to enhance the efficiency of
message transmission, the multiple transceivers increase the
system complexity as well as cost. When DSRC is initially
deployed, however, it is envisioned that WAVE devices
have only a single radio for accessing or sensing single
channel at any instant, which is considered as the major
form of DSRC transmission. Among these multichannel
MAC protocols, the Common Hopping protocols are
suffering from non-negligible hopping time penalty and
tight synchronization requirement. Consequently, most

MAC in vehicular ad hoc networks

VANET researchers prefer easier implemented Split Phase
approaches, including the MAC protocol described by IEEE
1609.4.

Considering the coordinative multichannel access
techniques outlined in IEEE 1609.4, we can find one
limitation that the ratio between CCH interval and SCH
interval has a fixed value. In a congested vehicular traffic
condition, the limited length of CCH is unable to provide
sufficient bandwidth to deliver large amount of safety
messages and control messages, meanwhile, the hosts
cannot make enough reservation for data transmission
during SCH interval, so that the network performance will
be degraded significantly. On the other hand, if the device
density is sparse, the occasional transmission on the CCH
channel will waste some of CCH interval. In this case,
however, some large bandwidth consuming applications,
such as FTP, video download and map update, cannot obtain
enough bandwidth resource on the SCHs.

The Multichannel MAC (MMAC) protocol [11] enables
wireless hosts to switch channels dynamically. At the
beginning of each beacon interval, i.e., ATIM window, every
host listens on acommon channel to negotiate data channels.
After the ATIM window, hosts tune to their agreed channel
and exchange messages for the rest of the beacon interval.
Simulation results show that MMAC successfully exploits
multiple channels to improve total network throughput over
IEEE 802.11 single-channel and the Dynamic Channel
Assignment (DCA) multiple channel MAC protocol [12].
On the other hand, the ATIM window is a major overhead
in MMAC. Hosts cannot exchange data packets during
the ATIM window, even if the exchange of ATIM packets
has been completed. The fixed size of ATIM window in
MMAC obstructs the further enhancement of transmission
efficiency.

Chen et al. [13] proposed a more efficient Multichannel
Access Protocol (MAP) using single transceiver in IEEE
802.11 Wireless Local Area Networks (WLANSs). All
MAP compatible mobile stations contend channel resource
in a dedicated channel during a periodical Contention
Reservation Interval (CRI), and then transmit data packets
over different channels in the Contention-Free Interval
(CFD) by a Channel Scheduling Algorithm (CSA). Since
the CRI is fixed and the interval of CFI is depending
on the scheduling of contention results of CRI, a whole
transmission interval is variable. The MAP protocol
achieves an obviously higher throughput than conventional
IEEE 802.11 MAC protocol and DCA scheme. However,
the CSA algorithm and the variable interval of CFI
mechanism are only feasible in a central access control
manner.

The literature [14] proposed a MAC protocol to support
the multichannel operation for DSRC. Their focus is on
the challenge of providing potentially high bandwidth for
non-safety applications provided by roadside infrastructure,
without compromising safety communication occurring in
a separate channel. Their architecture tries to solve the
channel coordination problem in the presence of a RSU,
and compliments with existing ad hoc approaches when no
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RSU is available. However, each device must equip with
different protocols in the MAC layer and network layer for
both ad hoc mode and infrastructure mode, which increases
the complexity of mode switching management. In addition,
their work did not address the coordination of control
messages, safety messages, and non-safety messages in ad
hoc mode.

Moreover, Jiang et al. proposed the Peercast model in
Reference [15], where the device on SCH regularly switches
to CCH and listens for a few packets from its neighbors. If
no safety message is heard, the device will return back to
SCH. Although their scheme can improve the throughput
of SCH, some safety message may be lost because devices
in the network may not stay on the CCH simultaneously.

3.2. Multichannel allocation

In a Split Phase DSRC MAC protocol, the Multichannel
allocation approach aims at achieving high throughput
on service channels. Although only a few researchers
have discussed the multichannel resource allocation for
VANET, there has been substantial interest on channel
assignment schemes for multi-hop ad hoc networks [12,16-
18]. However, the channel assignment issue has been shown
to be NP-complete graph coloring problem [19], and thus
computationally intractable.

Consider that a common non-safety application usually
has one service provider and multiple service users, the
sender-based channel allocation schemes are applied in
VANETsS, in which the sender always decides a data channel
according to its own selection criterion to exchange data
with a receiver. The receiver may either conditionally or
unconditionally accept the decision [20]. For a receiver
unconditional acceptance scheme, the channel contention
strategy is required on the selected data channel to prevent
collision at the receiver side. Contrarily, if the receiver con-
ditionally accepts the decision made by the sender, the deci-
sion can be rejected upon the violation of its own selection
criterion. This may involve several rounds of negotiations
(two-way handshakes) between the sender and receiver.
However, for the point-to-multipoint communications in
a VANET, it is difficult to negotiate between the service
provider and multiple users. In this case, each service
provider needs to collect enough information of neighbors
for optimal channel selection in an unconditional way.

According to the literature [20], three criteria are
commonly used in channel selection for multi-hop
ad hoc networks, namely, idle state, traffic load,
and random assignment schemes. In the idle state
schemes[13,16,18,21,22], the channel that will become idle
at the earliest is selected. The traffic load schemes [10,23]
select the channel with the lightest traffic load. Although
the use of the above two criteria will incur the overhead
on information collection, they are widely used in service
channel allocation in VANETS. On the contrary, a random
assignment Scheme [24] has poor performance due to
random channel selection.

S. Leng et al.

It is still an open issue to design efficient channel
allocation schemes for the non-safety applications in
VANETsS. In Reference [25], the proposed Vehicular MESH
Network (VMESH) MAC protocol is compliant with the
multichannel operation defined in IEEE 1609.4. Instead
of contention-based access, VMESH devices apply a
distributed beaconing scheme and a reservation based
channel access scheme on SCH to improve the channel
utilization. Upon receiving the beacon from a service
provider, the device initiates its reservation request based on
the traffic load and the heard SCH occupancy information
of neighbors. Assigned with specific beacon slots, the
RSUs can efficiently allocate the channel resource within
its range. The separated Beacon Period and Safety Period
in CCH interval eliminate the interference between the
control messages and the high priority safety messages.
VMESH outperforms typical WAVE MAC schemes in
terms of system throughput. However, this MAC protocol
is not suitable for the highly dynamic and fully distributed
network environment.

Zhang et al. [26] proposed a cluster-based multichannel
communications scheme, which integrates the clustering
with MAC protocols. The elected cluster-head (CH) vehicle
functions as the coordinator to collect and deliver the real
time safety messages within its own cluster, and forward the
consolidated safety messages to the neighboring CHs. The
CH vehicle also controls channel-assignments for non-real-
time traffics among cluster-member vehicles. Their scheme
uses the contention-free TDMA MAC within a cluster and
the IEEE 802.11 MAC among CH vehicles. Each cluster-
member vehicle uses one transceiver to exchange the safety
messages with its CH vehicle, and uses another transceiver
to communicate with other cluster members over the data
channel assigned by its CH vehicle. According to the
simulation results, their scheme can significantly improve
the throughputs of vehicle data communications while
guaranteeing the real-time delivery of safety messages.
The drawback of this protocol is the complicated cluster
management strategy and the hardware cost of dual
transceivers in each vehicle.

In the literature [27], Xie et al. proposed a multi-channel
MAC protocol for dense VANET with directional antennas,
which can increase the spatial reuse of wireless channels.
Channel allocation is conducted by RTS/CTS with a beam
table that indicates the current state of beams in all seven
DSRC channels. The unblocked beams can be used as long
as the wireless nodes are in unblocked state. However, most
beams will be blocked because of the sensed busy channels.
The transmission efficiency can be further improved if
their approach is adaptable for vehicular speed.

The literature [28] introduced the cognitive radio
technology to the design of WAVE systems. The authors
presented a Cognitive MAC Protocol for VANET (CMV).
Their focus is on integrating the aspects of spectrum access
in terms of both long-term and short-term time scales. In
order to achieve long-term spectrum access, each WAVE
device probes the channel condition every CCH and SCH
interval, and maintains a spectrum table for the sensed
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spectrum condition. A WAVE device applies a simple
voting process to choose the spectrum which can provide
good performance and cause little interference in the
neighborhood. For short-term spectrum access, the device
uses wideband spectrum pooling technique together with
wide-RTS, CTS to reflect the spectral condition near the
actual receiver, and choose a qualified SCH. Nevertheless,
the computational complexity and convergence speed of
CMYV should be evaluated carefully.

In order to be qualified in the complicated conditions of
VANETSs, an ideal multichannel allocation scheme should
have the on-demand channel assignment principle for
only active devices. More importantly, an efficient channel
allocation scheme should also associated with the vehicle
mobility [29], link quality, spectrum resource, transmission
power, and interference level. The link available time
can be predicted with the aid of localization technique
and electronic maps. When the distance between vehicles
becomes large, the increase of transmission power is helpful
for maintaining the network connectivity, but causes more
interference on the assigned channel in the proximity.
One possible solution for transmission power adaptation
is performing local estimation of vehicles density [30] as
well as traffic load.

3.3. IEEE 1609.4 enhancement

Recently, IEEE 1609.4 is considered to be a default
multichannel MAC standard for VANETS. Although IEEE
1609.4 defines the general framework for multichannel
management, this standard draft does not describe the detail
of MAC coordination scheme. Nevertheless, WAVE devices
have to content both CCH and SCHs for each packet.
This is improper and inefficient for a VANET with the
characteristics of highly dynamic topology change and
traffic priority differentiation.

It is obvious that this standard draft needs to improve
the coordinative management of CCH and SCHs. In

UTC Second

Synchronization

Interval (100ms)

MAC in vehicular ad hoc networks

Reference [31], we proposed a Variable CCH Interval (VCI)
multichannel MAC scheme to accommodate real-time and
throughput-sensitive services, by using a multichannel
coordination mechanism and variable intervals of CCH and
SCH.

The multichannel coordination mechanism provides
contention-free SCHs that rely on the channel contention
and reservation through CCH. As shown in Figure 3, upon
beginning a CCH interval, service providers content CCH
to broadcast the WSA messages. The winner selects the
service channel, which accommodates the least number of
service transmissions, to send its service packets in the SCH
interval.

We also proposed a variable CCH interval approach,
which adjusts the ratio between the CCH interval and the
SCH interval according to the network condition. As shown
in Figure 3, upon beginning the CCH interval, the RSU
broadcasts a VCI message, containing the value of the
CCH interval Ty, to the hosts under its radio coverage
range. The optimal value of 7., must ensure the successful
transmission of safety messages as well as WSA messages
under the coverage range of the RSU. On the other hand, the
interval of CCH should be limited in order to improve the
channel utilization of SCHs. Therefore, Ty, is proportional
to the total number of service providers but inversely
proportional to the bandwidth of CCH.

Simulations are conducted to compare the performance
of three MAC schemes, i.e., the original WAVE MAC, the
Fixed CCH Interval (FCI) MAC scheme with multichannel
coordination mechanism, and the VCI MAC scheme. The
only difference between the last two MAC schemes is that
the VCI MAC can adjust the interval of CCH, instead of a
fixed 50 ms CCH interval used in the FCI MAC. Figure 4
shows the throughput of SCHs in terms of the length of
service messages in the three MAC schemes. It can be
seen that the VCI MAC outperforms the other two schemes
with either small or large packet length. This is because
that the VCI MAC has larger SCH interval for service
packet transmission. We can also find that the original
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Figure 3. The VCI multichannel MAC scheme.
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Figure 4. Throughput of SCHs under different MAC schemes.

WAVE MAC and the FCI MAC have similar throughput in
most conditions. However, when the packet length grows
to more than 2500 bytes, the throughput in the original
WAVE MAC decreases significantly because of serious
contentions. Contrarily, with the aid of the multichannel
coordination mechanism, both the FCI MAC and the VCI
MAC are able to keep stable throughput in a contention free
channel environment.

In the VCI MAC scheme, the multichannel coordination
mechanism can provide contention free channel access
in service channels. The variable CCH interval scheme
is able to balance the tradeoff between safety messages
delivery in CCH and the efficient transmission in SCHs.
However, the current version of VCI cannot dynamically
adapt the CCH interval according to the traffic load of CCH
and SCHs. To calculate the optimal interval, we need to
study the relationship between control overhead and data
transmission workload for various applications. Another
issue is that the CCH intervals announced by different
RSUs may be variable. It is challenging to design the
synchronization mechanism for the channel intervals in a
distributed multi-hop wireless environment, which can be

S. Leng et al.

used to determine the CH interval of the hosts located in the
overlapping coverage range of two and more RSUs.

Table I summarizes the main features of the above-
mentioned multichannel MAC approaches. We also include
in the table whether the MAC solutions are able to
adjust CCH interval dynamically or utilize cognitive radio
technique and smart/directional antenna, since the com-
munication performance of VANETSs will be significantly
improved by using these advanced technologies.

4. MAC LAYER QOS PROVISION

Because of the shared wireless channel with a CSMA/CA
medium access scheme (such as IEEE 802.11p) and
multi-hop communication between distant vehicles, the
limited bandwidth in a VANET is further decreased by
poor channel utilization. In such a complicated WAVE
environment, it is a challenging task to provide delay-
sensitive delivery for safety applications, while satisfying
various QoS requirements of non-safety applications. In
fact, QoS support need to be implemented at several layers,
which involve system architecture, QoS routing protocol
and QoS MAC scheme. Due to the limited length, this
section only studies medium access mechanisms supporting
QoS control, which focus on delivery latency reduction
in control channel and various types of traffic offering in
service channels.

4.1. Latency reduction

The traditional ad hoc network packet-forwarding
approaches may be only applicable for relatively large
delay-tolerant data applications, such as in-vehicle Internet
services. Nevertheless, these approaches are not adequate
for low-latency driving safety applications. Driver’s
reaction time to stimulation like brake lights can be of the
order of 0.7 s and even higher [32]. Thus, if the single-hop
transmission delay comes in larger than 0.5 s, the driver may
realize danger prior to the emergency alert system.

Table I. Classification and comparison of multichannel MAC for DSRC.

Solutions Channel coordination Radio  802.11p |EEE1609.4 Adjustable Cognitive Smart
interface based  compatible CCH interval radio antenna

MMAC [11] Split phase with ATIM 1 No No N/A No No

window

MAP [13] Split phase 1 No Partially N/A No No

Multichannel coordinated Split phase 1 Partially No N/A No No

mode [14]

Peercast [15] Split phase 1 Yes Partially Yes No No

VMESH [25] Split phase 1 Yes Yes No No No

Cluster-based multichannel Dedicated control channel 2 Partially No N/A No No

Scheme [26]

VMMAC [27] Split phase 1 Yes No N/A No Yes

CMV [28] Split phase 1 Yes Yes No Yes No

VCI [31] Split phase 1 Yes Yes Yes No Yes
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On the other hand, the number of active hosts has
large impact on network connectivity and the likelihood
of channel blocking. In a VANET scenario with dense
vehicles such as a congested intersection, hundreds of
vehicles attempt to send safety messages, exchange control
messages, and broadcast WSA in the control channel. In this
case, the most crucial bottleneck is the limited bandwidth,
which leads to serious channel contention, and long latency
for the dissemination of safety messages.

In Reference [33], Lee et al. proposed a wireless
token ring MAC protocol (WTRP) for platoon vehicle
communication, in which all participating vehicles form
a group and drive cooperatively. This protocol is suitable
for slow moving scenarios. The literature [34] proposed a
time slot-based Reservation ALOHA (R-ALOHA) MAC
protocol for inter-vehicle communication. The Reliable
R-ALOHA (RR-ALOHA) protocol [35] is the extension
version for the purpose of achieving dynamic time
slot allocation, where each vehicle needs to select for
itself one basic channel (BCH), i.e., one time slot
periodically repeated in successive packets. Furthermore,
each vehicle has a thorough view of the transmissions
in a two-hop neighborhood to overcome the hidden
terminal problem. However, the above two TDMA-based
MAC protocols request tight synchronization and cannot
differentiate the priorities of emergency messages and
common applications.

Reference [36] reviews the existing variants of the 802.11
DCEF to support QoS. The 802.11e working group has been
chartered to enhance the QoS capability. The EDCF of IEEE
802.11e [8] gives multiple priority value for each type of
traffic flows. Voice or audio traffic that needs low latency
can be guaranteed to get smaller media access latency than
the other traffics. However, how to deploy EDCF to deliver
short safety messages in VANET is still an open topic.

In EDCA, service differentiation and thus the delay
sensitive traffic class can be supported by setting up a
multiple channel access parameters, such as increasing
priority value or reducing backoff parameters for high-
priority traffic. However, IEEE 802.11e does not take
into account of link state, dynamic topology issues and
the impact of multi-hop, which are very common in a
VANET. Moreover, when numerous messages with equal
priority are delivered on a heavy traffic load channel, for
example, emergency alert dissemination in a dense vehicle
environment, the collision probability is very high. It is
necessary to improve the performance of priority access
supporting mechanism, such as backoff strategy, which
is able to suppress the contention adaptively according
to the instant link state. One solution [37] is combining
the current backoff strategy of EDCA with dynamic p-
persistence algorithm, which determines the transmission
probability in each contention window slot, based on the
collision time in the control channel.

In addition, the lifetime of safety messages needs to
be concerned in the design of VANET MAC protocols.
If a safety application updates a message every 0.5s, but
the delivery latency is more than 0.5s after it is created,
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then the message received may be always stale. Hence, the
delay-tolerant delivery must match the requirement of the
messages’ lifetime. This also ensures the availability of the
message for a new vehicle entering the area after the initial
broadcast.

4.2. QoS support in service channels

As ITS system tends to carry delay-sensitive data,
audio/video traffic and internet browsing, the accommoda-
tion of different non-safety applications with certain levels
of QoS becomes a must feature. Non-safety applications
increase the overall comfort of the driver, but consume a
large amount of channel resources. Compared with safety
messages, the non-safety traffic has lower channel access
priority and is transmitted in an opportunistic manner.
While the existing QoS supporting approaches are adapted
for multi-hop wireless networks (especially wireless mesh
networks), research along this direction for non-safety
applications in VANET is still in the initial stage.

DSRC adopts the EDCA [38,39] of IEEE 802.11e
provides differential access to the wireless medium by
assigning eight priority classes, referred to as Access
Categories (AC). EDCA uses a different set of access
parameters for each AC. Service differentiation and thus
the delay requirement of time-bounded traffic class can
be supported by setting up a multiple channel access
parameters, such as priority value and backoff window size.
To match the structure of the multiple WAVE channels, the
priority queuing scheme for the access categories applies
one set of queues for the services channels and another
set of queues for the control channel, in which the control
channel is always given priority over service channels.

It has been studied in Reference [40] that IEEE 802.11e
can provide certain QoS support in a single hop WLAN.
However, the literature [41] reports that QoS support in a
multi-hop VANET using EDCA has weak performance. It
is obvious that each traffic flow competes for the channel
with all other flows in wireless LANs, however in multi-
hop networks, every flow may have different experience
which depends on the network topology and flow pattern.
For example, in a multi-hop network, flow A and flow B have
the same priority. The former contents the channel with up
to other 10 flows, while the latter only competes with flow
A. In such a circumstance, the packets of flow B has more
chance to be delivered than that of flow A, and the different
data transmission rates result in unfairness.

A contention based VANET MAC scheme needs not only
to differentiate multiple traffic classes, but also consider
the traffic load of each class. There are several control
mechanisms that can be used to improve the design: (1)
IFS values (that determines when a host can start to count
down its backoff timer upon sensing an idle medium), (2)
the minimum and maximum contention windows (CWmin
and CWmax: the range in which backoff time value can
be randomly selected), (3) the number of retransmission
attempts, (4) the backoft scaling factor (that affects the
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increase intensity of the contention window upon collision),
(5) the maximal frame size, and (6) the transmission
opportunity limit (TXOP: that determines how long a host
can transmit once holding the channel).

Reference [36] presents a comprehensive review on the
approaches for QoS provisioning in IEEE 802.11-compliant
networks. Existing approaches have explored use of one or
more of the above mechanisms. Although the above (1),
(2), and (6) mechanisms have been defined in the EDCA
approach, IEEE 802.11e does not take into account of
channel contention level, link quality, host mobility, and
the wireless hop number, which are the important factors in
medium access control for VANETS.

5. RELIABLE AND EFFICIENT MAC
BROADCAST

Chen et al. [42] have addressed three categories of
data dissemination in VANET, i.e., broadcast/geocast,
multicast, and unicast. Broadcast is the major transmission
form to offer point-to-multipoint communications in
VANETS, especially for the delivery of safety messages.
Although broadcast is more efficient than multicast [43]
or unicast [44,45], the reliability of broadcast is still
affected by the interference from hidden terminals in multi-
hop wireless environment. The wireless link quality may
deteriorate due to multipath fading, shadowing, and Doppler
shifts caused by the high mobility of vehicles. Moreover,
the suppression of redundant broadcast messages brings
additional difficulty to the design of an efficient safety
message dissemination approach.

Effective broadcasting depends strongly on the interac-
tion between the routing and MAC layers. Intuitively, a
broadcast strategy may lead to significantly high delivery
latency, as the large number of redundant transmissions
at the MAC layer cause contention-induced backoff
and Broadcast Storm Problem [46]. Furthermore, using
unreliable MAC approaches, it is possible to lose broadcast
messages due to interference or transmission errors.
Obviously, MAC protocols play an important role in
broadcasts in wireless vehicular networks.

In this section, combining the design of MAC
approaches, we will address the issues and relevant
solutions for broadcast in VANETSs, in terms of
interference mitigation, acknowledgments issue, and
overhead reduction.

5.1. Interference mitigation

Since the IEEE 802.11 MAC protocol is usually considered
to be a default standard in multi-hop wireless networks,
most broadcast schemes are based on the Carrier-
Sense Multiple-Access/Collision-Avoidance (CSMA/CA)
technique. However, the RTS/CTS handshake cannot
be used to reserve the channel resource for multiple
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broadcasting receivers. Itis very difficult that the transmitter
negotiates with every receiver before broadcast. Moreover,
the packets of RTS or CTS vary in the range between
14 and 20 bytes [6], which is about 20% of the average
length of a safety message (approximately 100 bytes). In
this case, the use of RTS/CTS handshake is costly to reserve
channel for safety messages. Nevertheless, without the aid
of RTS/CTS handshake, the hidden terminal problem in
a multi-hop network may cause large amount of packet
collisions, especially in a dense active host environment.

Matsuda et al. [47] proposed a multi-hop broadcast
flooding relay protocol that filters forwarded packets taking
account of delay, relative distance, and other metrics on
slotted Aloha. In References [23], [48] and [49], the authors
described token-based protocols that only permit sources
holding the token to transmit, so there are no collisions
at the MAC layer. But how to avoid token loss and
duplicate tokens in highly dynamic vehicular environments
are critical issues. Reference [50] develops a MAC protocol
using directional antennas and directional handshake upon
highway scenario and urban scenario mobility model. The
proposed approach allows pairs of terminals with idle
beams to connect in the same channel to reduce the hidden
terminals. There are some other protocols in the literatures
that have been designed for broadcast traffic in vehicular
networks, such as References [1,35,51,52]. However, these
literatures ignore the hidden terminal problem during
broadcasting.

On the other hand, the control message based
mechanisms for transmission negotiation may fail in
channel reservation in a dynamic VANET environment,
since the neighboring hosts of the receiver may not be
able to hear the handshake such as RTS/CTS. From this
viewpoint, among the existing CSMA/CA MAC protocols,
only the busy tone aided protocols are able to solve hidden
terminal problem effectively. The DBTMA protocol [53]
introduces two out-of-band busy tones to indicate the
ongoing transmissions, in which one busy tone indicates
busy transmitting and the other shows busy receiving. When
hearing any busy-tone, the neighboring hosts are prohibited
from transmitting. Moreover, in Reference [54], power
control is deployed to further increase channel utilization. A
sender uses an appropriate power level to transmit packets
so as to avoid interrupting on-going packet receptions. In
the literature [55], the authors proposed a similar pulse-
based MAC scheme to realize strict packet-level priority
scheduling for emergency packets in VANETS, where both
the transmitter and the receiver send priopulses in the
control channel to suppress hidden terminals.

Recently, alot of research efforts [56-58] have been made
to study the effect of large interference range on the multi-
hop network performance. The term large interference
range denotes the situation that the interference range of
a host is larger than its transmission range. The design of
these traditional MAC protocols was usually based on the
assumption that the interference range of a mobile host is the
same as its transmission range. This ideal assumption may
not match the realistic environment. As a consequence, few
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Figure 5. System model for large interference area problem.

MAC protocols are able to achieve expected performance
when the large interference area problem is present.

Figure 5 shows the system model for large interference
area problem, in which host i intends to transmit data
packet to host j with distance x. When there is an ongoing
communication between hosts i and j, other hosts in the
neighborhood may transmit packets and become potential
interfering hosts. Let r denote the radio transmission range
of hosts in a multi-hop wireless network. In the open space
environment, if the transmission power of a packet is P,
the received signal power at the distance x is given by
Reference [59], that is

where G, and G, are the antenna gains of transmitter and
receiver, respectively, i, and h, are the height of both
antennas, and k reflects how fast the signal decays.

Considering the signal-to-interference ratio (SIR), a
signal at a receiver is valid only if its measured SIR is no
lower than a threshold Tsnr [58]. Let P; be the power of
interference signal at host j with distance of y from the
interfering host. Then, host j is able to successfully receive
packets fromhosti,if SIR = P.(x)/P;,(y) = (y/x)" > Tsnr-
Thus, the interference range of a receiver is defined as
rn = v Tsnr - x.

As shown by the shadow area in Figure 5, hence the
distance x between i and j is larger than r (Tsxr) ™%, the
transmission range is smaller than the interference range of
the receiver. Since 0 < x < r, the maximum interference
range is Fimax = ~/Tsnr - 7. In this case, the RTS/CTS
handshake alone cannot prevent possible collisions caused
by the large interference area problem.

Researchers  have  proposed  several MAC
approaches [56,60,61] to reduce the effect of large
interference area problem on unicast through multi-hop
wireless networks. One major solution is to adjust the
power level of RTS/CTS or busy tones so that their
transmission ranges are no less than the interference range
of hosts. For example, we proposed the power-fixed dual
(PFD) and the power-aware dual (PAD) busy-tone schemes
in Reference [61], through which the coverage range of

MAC in vehicular ad hoc networks

busy tones can indicate the maximum interference range
rmax and the exact interference range ry, respectively.

However, the existing research work has not addressed
broadcast mechanism in multi-hop wireless networks with
a large interference area. Since busy tones can always stay
on to avoid any potential interfering host within the entire
transmission duration of a message, the busy tone can be
used to protect the reception of broadcasting messages in
VANET. Based on calculation, the transmission power of
busy tone can be adjusted to make sure that its sensing range
equals to the largest interference range of receivers.

It is worth noting that such calculation only considers
the transmission power of busy tone for individual host.
If multiple receiving hosts transmit the broadcast busy tone
simultaneously, this may accumulate the receiving power of
busy tone, which will enlarge the blocking area for ceasing
the transmission of neighbors. As the result, during the
receiving of a broadcast message, the neighboring hosts,
which can sense the accumulated busy tone signal but locate
outside of the receivers’ interference range, have to defer
their transmission and waste the channel resource. The
future research work can aim at the design of optimal power
control mechanism that takes account of the accumulative
effect of busy tones launched by multiple transceivers, as
well as the aggregate interference from all simultaneous
transmissions in the network.

5.2. Acknowledgement and retransmission

Reliable communication in wireless networks typically
means retransmitting a packet till it is acknowledged by
the recipients. This is appropriate for file transfers since
even one missing byte renders the entire packet unusable.
But the paradigm is not appropriate for safety messages
via broadcast. It is not practical for a transmitter to
collect ACK packets from every receiver for a broadcast
message, since acknowledgments cause ACK explosion
problem [62]. If every receiver sends an ACK back to
the transmitter, numerous channel contentions and message
collisions happen.

On the other hand, the link quality in a VANET
changes frequently. It may also elevate the chance of
channel collisions because the carrier sense mechanism
is affected, particularly in a heavy traffic load network.
In this condition, packet loss is a serious problem
for safety message dissemination. Without the aid of
acknowledgment, the transmitter cannot make sure that
the broadcast message reaches the receivers successfully.
Furthermore, acknowledgment is one of important failure
detection mechanisms for packet transmission that can be
used to adjust contention window upon packet collision in
WAVE channels.

Consequently, as the detection mechanism of failed
broadcast, acknowledgment is widely deployed for safety
message dissemination. In order to solve the ACK explosion
problem, some approaches [63,64] use the neighboring
topology information to designate the hosts that will send
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back ACK. However, this kind of methods cannot ensure
the correct reception by all receivers. Alternatively, VANET
hosts can detect collisions and congestion by analyzing the
sequence numbers of the received packets [65]. Based on
the observation of local condition, hosts are able to adjust
the contention window size and thus improve performance.
But receivers may not hear the short safety messages sent
towards them so that the estimation of traffic load condition
may not be accurate.

To increase the probability of message reception, another
solution is rebroadcasting each message several times.
According to the DSRC standard [66], each vehicle
broadcasts its status to the neighbors approximately 10
times every second. The main drawback of repetition is
the channel resource consumption by excessive redundant
messages, especially ina VANET with high vehicle density.
Moreover, how to guarantee the reception of a safety
message by all receivers is still an open issue.

5.3. Dissemination overhead control

The basic dissemination scheme used to realize broadcast-
based VANETs is flooding, through which each host
forwards every single message it receives. The main
problem of flooding mechanism is large amount of super-
fluous transmissions leading to network congestion, which
has been known as the Broadcast Storm Problem [46].
This effect is aggravated with an increasing host density
and network size, leading to weak scalability. In such a
condition, the limited wireless channel resource is largely
absorbed by redundant traffic. Thus, time-critical messages
may be prevented from accessing the shared medium.

Current research on optimal broadcasting mechanisms
in multi-hop wireless networks has been focusing on
minimizing the number of rebroadcasts while keeping high
broadcast reliability. According to the types of information
required, these broadcast protocols can be grouped into two
categories: topology-based and geometry-based.

In topology-based broadcast protocols [67-71], hosts
determine whether the received packet is forwarded
according to the connectivity information in their
neighborhood. Since an optimal broadcast forwarding in ad
hoc network is proven to be NP-complete [72], topology-
based protocols attempt to approximate the minimal
connected cover set. Each host is assumed to know the
local connectivity information up to two hops. Based
on the topology information, topology-based protocols
can generate a small forwarding host set, so that the
redundant rebroadcasts can be significantly reduced while
maintaining the maximum broadcast reachability. However,
the exchange of local topology information under such
a topology-based protocol may cause a large amount of
overhead, since each host must maintain a long list of
the neighboring hosts, especially when the host density
in the network is high. In addition, hosts in the network
need to take a long time to collect all connectivity
information with the other neighboring hosts within two
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hops [67,68,72], which makes the created forwarding host
setincorrect. Hence the topology-based broadcast protocols
cannot maintain good performance in a highly dynamic
VANET environment.

In contrast, the geometry-based broadcast protocols
choose the forwarding hosts according to the geometry
location information of direct neighboring hosts. Each host
obtains its location information either through low power
low cost GPS receivers, or by measuring signal strengths
and calculating relative coordinates [73]. The location
information is exchanged among direct neighboring
hosts via periodical beacons or broadcasting packets.
The exchange of location information only consumes a
small amount of bandwidth. Compared with topology-
based protocols, the geometry-based protocols [46,74-76]
usually have less convergence time to obtain the location
information, and they give each host less computational load
to generate the cover set. Therefore, the geometry-based
protocols are more efficient for a VANET network with a
high level of host mobility. On the other hand, because of
insufficient network topology information, the performance
of geometry-based protocols is usually poorer than that of
topology-based protocols.

According to the characteristics of VANETS, many
researchers developed more sophisticated dissemination
schemes for safety messages. They address that the
dissemination protocols for vehicular safety applications
should preferably be broadcast oriented and they should
rely on packet forwarding based on geographic, directional,
and other relevant temporal contexts of the source and the
destination vehicles.

Collision warning services are addressed in the literature
[77], which presents a directional broadcasting protocol
using geographical information. The proposed mechanism
implements a receiver oriented next forwarder choice. Each
receiving host sets up a timer on the basis of its own
position and its distance to the destination, according to
the qualitative criteria that hosts in better positions will
have shorter timers. Upon timer expiration, the receiving
host forwards the packet and all the hosts overhearing
this transmission simply abort their own. Nevertheless,
multiple unwanted transmissions of the same packet may
still happen. The literature [50] proposed the TLO (The
Last One) broadcast algorithm that uses GPS information to
improve the performance of safety alert application. Their
approach chooses the last vehicle, i.e., farthest from the
place of accident, to rebroadcast emergency message, thus
reduce the broadcast storm, as well as the probability of
message collision.

Campelli [78] addressed the design of position based
routing solutions for the support of safety oriented
applications in VANETS, by focusing on the impact of the
dynamic TDMA scheme on the routing performances. They
proposed a directional broadcast solution which leverages
the position based routing paradigm and the trajectory based
one. However, high vehicular mobility makes this TDMA
MAC coordination in a VANET environment more difficult
than that in traditional wireless scenarios. Xu et al. [79]
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discussed a vehicle-to-vehicle location-based broadcast
communication protocol, in which each vehicle generates
emergency messages at a constant rate. The optimum
transmission probability at MAC layer for each message is
then identified to reduce the message collision probability.

Geocast performs the transmission of a message to some
or all hosts within a geographical area, which naturally
match the requirements of many VANET applications with
destinations locating in a specified area. Previous research
work on geocasting for vehicular networks presented
various flooding based schemes. The literature [80]
proposed an efficient geocast algorithm for the support of
virtual warning signal, whose target is to distribute the
information within a defined geocast zone. The proposed
scheme adopts a unicast routing to reach the destination
area by the selected forwarding host that is closest to the
destination. The geocast algorithm needs the topological
information of the neighboring hosts, and applies a greedy
algorithm for the choice of the next forwarder.

A system of abiding geocast was designed in
Reference [81] for disseminating vehicular warning
message. Vehicles on a stretch of roads carry safety
messages to the vehicles moving in the opposite direction,
so as to warn a dangerous situation ahead. Consequently,
all relevant vehicles receive the warning before reaching
the dangerous area, whereas only a few messages are
broadcasted. Furthermore, since the wait time of individual
relay vehicles are set dynamically for the next broadcast,
the unnecessary broadcasts can be largely saved.

Ibrahim et al. [82] presented a probabilistic Inter-Vehicle
Geocast (p-IVG) scheme to address this spatial broadcast
storm problem. A p-IVG compliant vehicle re-broadcasts
frames probabilistically depending upon the traffic density
in the vicinity. Using p-IVG results in higher reception rates,
lower channel contention, and most importantly, faster
dissemination of data to distant vehicles than the original
geocast approach.

The above approaches can be considered as a starting
point to design more elaborate schemes for safety message
dissemination. However, theses approaches do not take into
account the relevance of the information with respect to
the potential receivers. In the literature [83], the relevance
of information has been used as a priority metric to
schedule channel access. In fact, the use of the information
relevance-related delivery can be further extended to reduce
dissemination overhead.

According to the literature [84], the current VANET
applications can be classified into five communication
patterns that have different communication mechanisms
and delivery direction. In the patterns of Geobroadcast and
Advanced Information Dissemination, most disseminated
information only needs to reach the vehicles that would
be interested in it. For example, when an accident
occurs, only those vehicles in the risk region concern the
emergency alarm message. Vehicles in these risk regions
constitute a dynamic group, which may changes frequently
according as the information content and the receiver’s
geographic location. However, the constraint parameters
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Figure 6. Broadcast versus relevance-cast.

and forwarding forms must be carefully designed in an
application specific manner.

The redundant broadcast messages can be reduced
significantly upon using the information relevance-related
delivery. This new dissemination method is named as
relevance-cast, which is different with the ordinary
broadcast and geocast. As shown in Figure 6, a vehicle
V intends to change the lane from the place s to s’ on a
highway. The relevant safety message should be forwarded
to the vehicles driving behind less than a few hundred
meters on the current lane and the new lane. However, if
broadcasting is applied, the message will be delivered to
all the vehicles in the range of two or three wireless hops,
and then numerous redundant message forwarding attempts
may block the wireless channel in the neighborhood. On
the contrary, relevance-cast makes the message reach only
a few relevant vehicles, thus the redundant forwarding is
suppressed significantly.

One basis of relevance-cast is the differentiation of
safety services. According to the types of safety service
applications, safety messages can be categorized into
different classes. Each class has a specific delivery range and
direction. The MAC scheduling approaches based on IEEE
802.11e provide priority differentiated medium access.
Upon receiving a safety message, the receiver decides
whether the packet relay is necessary based on the class
identity. Meanwhile, the smart antenna technique can be
applied to implement the precisely directional forwarding,
which can further suppress channel contention and message
collisions.

It can be seen that more research efforts should be
made to improve the performance of broadcast mechanisms
for VANETs. We can apply the following parameters to
evaluate the reliability and efficiency of a new broadcast
approach.

e Message collision ratio: the average percentage of
unsuccessful broadcast attempts which are corrupted
by other messages.

e Channel utilization: the channel throughput over the
channel bandwidth.

e Blocking area: the reserved area for an on-going
transmission, which reflects the channel spatial reuse
capability.

e Aggregate throughput: the maximal total throughput
of simultaneous transmissions in a network.
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e The control overhead: the average cost of transmission
control messages (such as RTS/CTS and ACK) in
terms of bps.

The delivery ratio: the average percentage of reachable

hosts for receiving a specific class of messages in a

network.

e The number of forwarding hosts: the average number
of hosts that are involved in messages forwarding.

e The average end-to-end delay: the average delay of a
message transmitted from the source to the destination,
including the propagation delay, the transmission
delay, and the processing delay in WAVE devices.

6. CONCLUSION

There is no doubt that vehicular ad hoc wireless
networks will play an important role in the future
ITS. Different types of traffic information could be
delivered to drivers through vehicle-to-vehicle and
vehicle-to-infrastructure =~ communications.  However,
the distinguishing characteristics of VANETs make the
existing MAC protocols for ordinary MANETS unsuitable
in a WAVE environment. This paper gives a global review
of media access control techniques for VANETs. We
summarize recent work in this domain including MAC
standardization activities, wireless channel resource
management, QoS capability enhancement in MAC layer,
and reliable MAC broadcasting strategies. The technologies
used for vehicular networks are still not mature and will
probably not be implemented in the immediate future. As
shown in this paper, there are still many issues that must be
addressed before a practical VANET can be deployed. It is
anticipated that the current IEEE 802.11p and IEEE 1609.4
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